
Developing an Effective Social Media 

Strategy for Smaller Agencies



Webinar Service

• You may use either your computer’s speakers and 

microphone or by calling the phone number on your 

control panel

• You are currently in listen mode only

• If you are having difficulty using the GoToWebinar

program, call IACP staff for assistance: 

◦ Brandon Battle 1-800-843-4227 x830

• Please note, your control panel will automatically 

minimize itself. Click on the side tab to enlarge and 

access the hand icon or questions box.



Webinar Service

• Questions at the end of the webinar?

• Click the ‘hand icon’ on your control panel, during 

the Q&A session.  We will un-mute you so you may 

ask the panelist directly

 You may submit questions through the “questions 

box” on your control panel.  IACP staff will read 

these to the panelists during the Q&A session.



Webinar Panelist

Luis Soler

Chief of Police

Crowley Police Department

Crowley, Texas.

Member: IACP Police 

Administration Committee

Instructor: IACP Leading by 

Legacy Program



• Understand social media is powerful and far reaching.

• Public expectation that police agencies use social media.

• Police leaders must understand social media to develop 

effective policies and strategies. 

• Agencies should develop effective social media policies 

that balance organizational needs and free speech.

• Agencies should follow the IACP recommended key 

strategy recommendations.

KEY POINTS



• Research

• Management

• Fears

• Goals

• Audience

• Content

• Level of engagement

• Platforms

• Integration

• Follow up

• Policy development

Source: IACP Center for Social Media

KEY STRATEGY CONSIDERATIONS



RESEARCH

KEY STRATEGY CONSIDERATIONS



A category of Internet-based resources 

that integrate user-generated content and 

user participation. This includes, but is 

not limited to, social networking sites 

(Facebook, MySpace), microblogging sites 

(Twitter), photo-and video-sharing sites 

(Flickr, YouTube), wikis (Wikipedia), 

blogs, and news sites (Digg, Reddit).

Source: IACP Center for Social Media

SOCIAL MEDIA DEFINED



TOP SOCIAL MEDIA SITES

BY MONTHLY VISITORS AS OF SEPTEMBER 1, 2015:

• Facebook/YouTube     900,000,000

• Twitter         310,000,000

• LinkedIn       255,000,000

• Pinterest       250,000,000

• Google Plus  120,000,000

• Tumblr         110,000,000

• Instagram     100,000,000

Source: EbizMBA



• Adults spend over 15 hours a week on the internet

• 2-3 new Twitter accounts are activated every second

• The average viewer spends 12.2 hours per month watching 

online videos

• YouTube is the 2nd most popular search engine, only 

surpassed by Google

SOURCE: THE POWER OF SOCIAL MEDIA, SEPTEMBER 2015

THE POWER OF SOCIAL MEDIA



• Facebook has over 350 MILLION active users globally 

and 50% of them log on everyday

• The average Facebook user spends 55 minutes per day 

on the site

• 83% of companies have a Facebook page



AN IACP SURVEY OF 728 LAW ENFORCEMENT AGENCIES REVEALED:

• 95% of surveyed agencies stated they used social media

• 82.3% use social media for criminal investigations

• 71.7% of agencies had a social media policy

• 78.8% of agencies reported social media has helped solve 

crimes in their jurisdiction

• 77.5% of agencies stated social media has improved police-

community relations

• Most used platform was Facebook (95.4%),Twitter (66.4%), 

and You Tube (38.5%)

• 55.9% of agencies not using social media are considering it

SOURCE: IACP CENTER FOR SOCIAL MEDIA SURVEY, FALL 2014

SOCIAL MEDIA AND POLICE



•
Arlington, Texas, PD – Using Tweetalongs to Create a Team

•
Baltimore, Maryland, PD - Use of Social Media for Smart Phones

•
Boca Raton, Florida, PD - Branding Your Agency

•
Boise, Idaho, PD - A Thoughtful Approach to Social Media

•
Boynton Beach, Florida, PD - Becoming Your Own News Station

•
Cape Coral, Florida, PD – Driving the Content in the New Town Square

•
Collier County, Florida, Sheriff's Office - Thinking Outside the Box

•
Colorado Springs, Colorado, PD – Community Education, Community 

Engagement

•
Dunwoody, Georgia, PD - Tweeting from the Start

- See more at: http://www.iacpsocialmedia.org/Resources/CaseStudies.aspx#sthash.niSX1jHL.dpuf

IACP LIST OF CASE STUDIES

http://www.iacpsocialmedia.org/Resources/CaseStudy.aspx?termid=9&cmsid=7212
http://www.iacpsocialmedia.org/Resources/CaseStudy.aspx?termid=9&cmsid=2873
http://www.iacpsocialmedia.org/Resources/CaseStudy.aspx?termid=9&cmsid=1354
http://www.iacpsocialmedia.org/Resources/CaseStudy.aspx?termid=9&cmsid=2825
http://www.iacpsocialmedia.org/Resources/CaseStudy.aspx?termid=9&cmsid=2866
http://www.iacpsocialmedia.org/Resources/CaseStudy.aspx?termid=9&cmsid=6340
http://www.iacpsocialmedia.org/Resources/CaseStudy.aspx?termid=9&cmsid=2861
http://www.iacpsocialmedia.org/Resources/CaseStudy.aspx?termid=9&cmsid=4734
http://www.iacpsocialmedia.org/Resources/CaseStudy.aspx?termid=9&cmsid=3657


MANAGEMENT

KEY STRATEGY CONSIDERATIONS



• Dedicated people 

• Should be checked at least twice a day

• At least one post per day is encouraged

• Never argue online

• Reply to questions or concerns promptly

MONITORING SOCIAL MEDIA



FEARS

KEY STRATEGY CONSIDERATIONS



• Time, manpower, or money

• Don’t know what to post

• You don’t know what citizens want from social media

• Your boss does not think social media is important

• It is change!

• Little or no knowledge of social media 

BARRIERS & DIFFICULTIES



GOALS

KEY STRATEGY CONSIDERATIONS



• Decrease in complaints and increase in satisfaction by better 

interaction and communication with citizens.

• Increase real time information dissemination of accidents 

and criminal activity.

• Provide the citizens with safety tips and request tips from 

citizens.

• Provide community outreach by highlighting events, 

activities, and other agency accomplishments.

CROWLEY PD GOALS



CONTENT

KEY STRATEGY CONSIDERATIONS









PLATFORMS

KEY STRATEGY CONSIDERATIONS



• Facebook

• Twitter 

CROWLEY PD PLATFORMS



POLICY DEVELOPMENT 

KEY STRATEGY CONSIDERATIONS



• Ensure your policy covers all employees

• Prohibit certain posting depicting department 

property and/or activities

• Ensure that utilization of social networking sites, blogs, 

Twitter, or other medium or electronic communication is 

not done during office/duty time unless for official 

duties.

DEVELOPING A SOCIAL MEDIA POLICY



• Prohibit posting certain confidential and sensitive 

information

• Advise employees that an a appropriate level of 

professionalism should be followed

• Social media websites of new applicants/potential recruits 

should be screened

SOCIAL MEDIA POLICY (CONT’D)



• During administrative investigations, employees may be 

ordered to provide the agency with access to social 

networking sites when the subject of the investigation is:

• Directly, narrowly, and specifically related to an 

employee’s performance or ability to perform his or her 

function within the operation, OR

• When the subject in the investigation is potentially 

adverse to the operation, morale, and efficiency of the 

agency.

Source: IACP, May 2010

SOCIAL MEDIA POLICY (CONT’D)



WHAT TO INCLUDE IN YOUR POLICY

• Policy Statement

• Purpose Statement

• Definitions



• Department sponsored social media

• Rules for approved employee postings

• Explaining the purpose of department sponsored social 

media the use of covert social media sites for investigations

• the personal use of social media

• the monitoring of employee social media 

POLICY SECTIONS DETAILING



PRECAUTIONS AND PROHIBITIONS

• Do not post information related to any police tactical 

response without official approval. 

• Do not disseminate any information that should not be 

disseminated by law. 

• Prohibit the display of any logo, uniform, patch or 

badge

• Make it clear when employees may exercise free speech 

on their personal sites.



PRECAUTIONS AND PROHIBITIONS

• For safety reasons, employees should not post 

information identifying them as department members. 

• Employees should be prohibited from using speech that 

is obscene, sexually explicit, or inflammatory.

• Personnel should be aware that they may be subject to 

civil litigation for posting false information.

• Employees should have no expectation of privacy on 

posts that are in the public domain.



• Social media policy should always include a provision for 

disciplinary actions in the event of policy infractions, 

including possible termination of employment

DISCIPLINARY ACTION



• Social media will always be evolving

• Stay on top of emerging platforms

• Social Media has a solid future

• Continue education and talk to social media experts

• Think socially!!

THE FUTURE



QUESTIONS



REFERENCES

EbizMBA, “The 15 Most Popular Social Networking Sites-September 2015”

Retrieved from http://www.ebizmba.com/articles/social-networking-websites- September 2015

Eric P. Daigle, “Chief’s Counsel: Social Networking Policies: Just Another Policy?” The Police Chief 77 (May 

2010): 80-82

David J. Roberts, “Technology’s Impact on Law Enforcement-Community Interaction” Technology Talk, 

The Police Chief 78 (February 2011): 78-82

IACP Center for Social Media, “Strategy Development”, retrieved from 

http://www.iacpsocialmedia.org/GettingStarted/StrategyDevelopment, September 2015

IACP Center for Social Media, “2014 Survey Results”, retrieved from 

http://www.iacpsocialmedia.org/Resources/Publications/2014SurveyResults, September 2015

The Future of Social Media. Retrieved from http://www.stirstuff.com/future-social-media/, September 

2015

The Power of Social Media video. Retrieved from https://www.youtube.com/watch?v=HOqRjNXxXBA, 

September 2015

Crowley, Texas Police Department, Policy 2.8 Use of Social Media, September 2015.


